**Columna del Seguro Social**

# CÓMO PUEDE PROTEGERSE DE LOS LADRONES DE IDENTIDAD

Por <Name>

<Title> del Seguro Social en <Place>



El robo de identidad ocurre cuando alguien usa su información personal para fingir ser usted o robarle. Estos delitos pueden afectar su salud física, mental y emocional, y provocar la pérdida de oportunidades que a menudo son difíciles de calcular. Informarse mejor sobre el robo de identidad puede ayudarle a mantener segura su información personal.

## **Tipos de robo de identidad**

Hay 2 tipos de robo de identidad que debe tener en cuenta:

* Ladrones que roban sus datos, física o digitalmente, sin comunicarse con usted directamente.
* Ladrones que se comunican con usted directamente y lo convencen de que proporcione información confidencial.

En estos casos, es posible que nunca sepa cómo el ladrón obtuvo su información.

## **Cómo los ladrones de identidad utilizan su información**

Los ladrones de identidad roban información personal como su nombre, dirección, números de tarjeta de crédito o cuenta bancaria, número de Seguro Social (SSN, por sus siglas en inglés) y números de cuenta de seguro médico. Usan esta información para:

* Comprar artículos con sus tarjetas de crédito o cuentas bancarias.
* Obtener nuevas tarjetas de crédito o cuentas a su nombre.
* Utilizar su número de Seguro Social para conseguir un trabajo.
* Abrir cuentas de teléfono o de servicios públicos a su nombre.
* Robar su reembolso de impuestos.
* Utilizar su seguro médico para obtener atención médica.
* Fingir ser usted si lo arrestan.

## **Cómo detectar el robo de identidad**

Para detectar el robo de identidad:

* Mantenga un registro de su correo postal para detectar facturas u otros documentos faltantes.
* Revise los estados de cuenta de su tarjeta de crédito y de su banco para detectar transacciones no autorizadas.
* Obtenga y revise sus informes de crédito periódicamente para asegurarse de que no incluyan cuentas que no haya abierto.

## **Formas de prevenir el robo de identidad**

Aunque ningún plan es perfecto, tomar las siguientes precauciones puede ayudarle a proteger mejor su información personal:

* Proteja documentos que contengan información personal.
* Haga preguntas antes de dar su número de Seguro Social.
* Proteja su información personal por internet y en su teléfono usando una contraseña segura y agregando autenticación multifactorial cuando se ofrezca.
* Tome precaución con su información en las plataformas de redes sociales.

## **Qué hacer si cree que alguien ha robado su identidad**

* Denuncié el fraude a la empresa donde ocurrió.
* Comuníquese con una agencia de crédito para colocar una alerta de fraude en su informe de crédito.
* Presente una querella ante la Comisión Federal de Comercio en [www.robodeidentidad.gov](https://www.robodeidentidad.gov/#/).
* Presente un informe policial.

Para informarse mejor sobre cómo proteger su número de Seguro Social de los ladrones de identidad, lea nuestra publicación, *El robo de identidad y su número de Seguro Social* en [www.ssa.gov/pubs/ES-05-10964.pdf](https://www.ssa.gov/pubs/ES-05-10964.pdf). Por favor, informe las sospechas de estafas de impostores en contra del Seguro Social y otros fraudes relacionados en el sitio de internet de la Oficina del Inspector General en [www.oig.ssa.gov/report](http://www.oig.ssa.gov/report.%28solo) (solo disponible en inglés).

Es importante protegerse contra el robo de identidad porque puede dañar su estatus crediticio. Reparar este daño puede costarle una gran cantidad de tiempo y dinero.

Por favor, comparta esta información con sus familiares y amigos.
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