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LAS 5 PRINCIPALES RECOMENDACIONES DEL SEGURO SOCIAL PARA PROTEGERSE CONTRA EL ROBO DE IDENTIDAD
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****

El robo de identidad ocurre cuando alguien usa su información personal para fingir ser usted o robarle. Es importante que se mantenga seguro cuando esté en internet. Por favor, revise estos recursos de confidencialidad de datos y protección de identidad:

1. Un excelente recurso por internet es [www.ssa.gov/myaccount](https://www.ssa.gov/myaccount/) (solo disponible en inglés). Puede visitar esta página para abrir una cuenta segura *my* Social Security, realizar un seguimiento de su registro de ganancias e identificar cualquier actividad sospechosa.
2. La publicación *Protect Yourself from Identity Thieves* (Protéjase de los ladrones de identidad) en nuestro blog, le ayuda a comprender cómo detectar, prevenir y denunciar el robo de identidad. Puede consultar este blog en [blog.ssa.gov/protect-yourself-from-identity-thieves](https://blog.ssa.gov/protect-yourself-from-identity-thieves) (solo disponible en inglés).
3. En la publicación *Protect Your Online Identity With Strong Passwords* (Proteja su identidad por internet con contraseñas seguras) en nuestro blog, recomendamos mejores hábitos de contraseña para mantener seguros y protegidos los datos y las cuentas por internet. Para obtener consejos que le ayudarán a asegurarse de que las contraseñas sean seguras, puede consultar este blog en [blog.ssa.gov/protect-your-online-identity-with-strong-passwords](https://blog.ssa.gov/protect-your-online-identity-with-strong-passwords) (solo disponible en inglés).
4. La publicación *Protecting Yourself from QR Code Fraud* (Protéjase del fraude con códigos QR) en nuestro blog, proporciona detalles para ayudar a protegerse del uso de códigos de respuesta rápida (QR, por sus siglas en inglés) que pueden comprometer su información personal. Puede leer este blog en [blog.ssa.gov/protecting-yourself-from-qr-code-fraud](https://blog.ssa.gov/protecting-yourself-from-qr-code-fraud) (solo disponible en inglés).
5. Los estafadores utilizan las estafas contra el Seguro Social para engañar a las víctimas y hacerles que les paguen con efectivo, tarjetas de regalo o transferencias bancarias para solucionar supuestos problemas con el número de Seguro Social. Aprenda cómo detectar estafas, consulte nuestra publicación de blog *Social Security’s Top 5 Scam Awareness Articles* (Los 5 artículos principales sobre concientización sobre estafas contra el Seguro Social) en [blog.ssa.gov/social-securitys-top-5-scam-awareness-articles](https://blog.ssa.gov/social-securitys-top-5-scam-awareness-articles) (solo disponible en inglés).

Le exhortamos a ayudar a proteger su información vital. Comparta estos recursos con sus seres queridos.
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